SUPERVISORY
FRAMEWORK
for
BANKSand OTHER
FINANCIAL
INSTITUTIONS
IN
NIGERIA

o

July 2008




Supervisory Framework for Banks and Other Financial
Institutions in Nigeria

Table of Contents

Section
I [ 11 0 To [ Tox i o o [P PPRPRPPPRN 4
2. RISK ASSESSIMENT .. ..iiiiiiiiiiiiie e eeeeeee et tr e e e e e e e s rnnrne e e e e e e s e e anneeees 5
3. SIGNIfICANT ACHVITIES ....eeiiiiiiiii it 5
A, INNEIENT RISK ...oiiiiiiiiiiiiiieeie e sttt e e e e e e e e e st e e e e e et beeeeeeeeaeeens 6
5. Quality of Risk Management ...........ouuieiiiiiiiiiiii e 7
B. NEBT RISK oo cerem e e e e e e e e e et e e et eene e e e e e e e aeaeaeannnnnnnna 8
7. DIrecCtion Of RISK ....iciiiiiiiiiiiiiiitcememi s s e e e e e e e et e et e e e e e e e e ne e e eeeeeeeeeeeennnnnnnns 9
8. OVErAll NEL RISK ...eiiiiiiiiiiiiiiteeeee ettt e e e s s eeeeeeeaeeeas 9
9. COMPOSILE RISK....uiiiiiiiiiiiiiii i e e e e ere e e e e e e e e e e e aeaeaes 9
S 02T o] = | PSP PP PPPPPPPPPP 9
9.2 BArNINGS -ttt a e e e 10
9.3 Composite RISK RAING .....uuuiiiiiii i e e e aaaa e 11
10. Documenting the Risk ASSESSMENt.....coiiiiiiiii e 11
O A ] QY= 1 1 T 11
10.2 Risk ASSESSMENt SUMMANY .....cceieiiicmmmeee et ee e e e e e e 12
11. The RelationShip MAnNAQET ...........ceemeemruiiiiiiiiiiiiiie e e e e e e e aeeeaee e 13
12. The SUPEIVISOrY PIrOCESS .........commmeeeeeeeeieeieieeeieeeeaat e s 13
12.1 ANAIYSIS ..o e e e e a e e e 14
12.2 PlANNING ..eeeiiiiiiiiiieieee et es e e e e e e e e e e e e e e e e e e e s 15
D2 o1 1 o o S 15
12.4 DOCUMENTALION ...coiiiiiiiiiiiiiie et e e e e s e e e e e e e e enneees 16
12.5 REPOIMING ..ccoeiiiiiiiieieieeeee et eeeeee e e e e e e e e e e e e e aaaaaaaaaaeeas 16
12.6 FOUHOW-UP «.cooiiiiiieeeee et e e e e e e e e e e e e naaaaaaaaaeeas 17




Supervisory Framework for Banks and Other Financial
Institutions in Nigeria

Table of Contents (cont’d)

Section

AppendiXx A RISK CatEQOIES .......uiiiiiieeeeeeiiiiiiicisi e e e e e e e e aeeaaee e e e e aeaeaes 18
1. Credit RISK ..oiiiieeeeee et e e ettt nnnennn 18
2. MArket RISK......ccce ettt 18
3 Operational RISK ......c.uuiiiiiiiiii i 19
I o [ U T 11 Y 2 {1 PSS 19
5. Legal and Regulatory RISK .......cccoo oo e, 19
6. SrategiC RISK .....eveiieiiiiii st 19
7.INSUraNCe RISK......oviii i e e e e e e e e e e e e eeeeee e LD

Appendix B Definitions of Inherent Risk RatiNgS...........ccviiiiiiiiiiiiiiiiieceeee 21

Appendix C Risk Management Control FUNCLIONS................covvvviiiiiiiiiiiiiiceeeeee 22
IR =T = 1 (o PSPPSR 22
2. SENIOT MANAGJEIMENT .....ueiiiiiiiieie e eeeeeee e e e e e e s reeeeee e 22
3. COMPLIANCE ...t e e 22
o 10T g = L U o [ 22
5. RISK MANAGEMENL .....uuiiiiiiiiiiii s e st es e e e e e e e e e e e enneaaae e s 23
6. Financial ANalysis ... ————— 23

AppendiXx D RISK MALIIX ........cooiiiiiiiiiice e 24




SUPERVISORY FRAMEWORK FOR BANKS AND OTHER
FINANCIAL INSTITUTIONS IN NIGERIA

1. Introduction

The objective of th&upervisory Framework for Banks and Other Finantalitutions in
Nigeria (Framework)s to provide an effective process to assessafetysand soundness of
banks and other financial institutions. This ikiaged by evaluating their risk profile,
financial condition, risk management practices emahpliance with applicable laws and

regulations.

Developing supervisory practices is a dynamic pgeceConsolidation, and the resultant
rapid expansion/development of the banking andrdthancial institutions’ sectors,
necessitated a re-evaluation of the way that sigienvis conducted in Nigeria. In response
to this changing financial landscape, a musk basedapproach to supervision has been
adopted, one that focuses on the identificationséfand an assessment of the management
of that risk by regulated entities. Although effee risk management has always been
central to safe and sound banking activities, stdssumed added importance. In addition to
responding to the sector’s post consolidation esioanboth within and beyond Nigeria, in
both financial and non-financial activities, theseneed to comply fully with the Basel Core
Principles on Supervision and to prepare an engleinvironment for the eventual

implementation of the Basel Il Capital Accord.
TheFramework:

* is arobust, proactive and sophisticated superyigaicess, essentially based on
the risk profiling of a bank;

» enables a better evaluation of risks through tiparsge assessment of inherent
risks and risk management processes;

* is a dynamic, forward looking process, placing tgeamphasis on the early

identification of emerging risks and system-widguiss;
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* is applied on @onsolidatedbasis, using information from other regulators as
appropriate. It includes an assessment of all maatntities (subsidiaries,
branches, or joint ventures) both in Nigeria artdrimationally;

» allows the supervisor to prioritize efforts andde®n significant risks by
channeling resources to banks that have higheprisfiles. Work performed will
be focused on clearly identified risks or areasasfcern. Institutions that are well
managed relative to their risks will generally regquess supervision;

» includes the review of major risk management carfitnactions such as Board and
Senior Management Oversight, Internal Audit, Riskndgement, Compliance and

Financial Analysis. Th&rameworkcontemplates the use, where appropriate

the institution’s internal management and contwoictions; and
« contemplates reliance on external auditors forfdaireess of the financial
statements and their work will be used to modify skkope of reviews to minimize

duplication of effort.

2. Risk Assessment

Risk assessment begins with identifying significactivities of an institution. The net risk
in these significant activities is a function oétaggregate inherent risk offset by the

aggregate quality of the risk management contmottions. This evaluation is depicted as:

3. Significant Activities

The fundamental precept of tReameworkis that supervisors must “know the institution”
that they are responsible for. This knowledge alibbw supervisors to identify those
activities that are key (significant) to the aclement of the institution’s business

objectives or strategies.




Significant activities could include any significdme of business, unit (including a
subsidiary) or process. Significant activities iaentified from various sources including
the institution’s organization charts, strategisibess plan, capital allocations, and internal

and external financial reporting.

Sound judgmenis fundamental to thErameworkand is applied in determining the
significance or materiality of any activity in wihi@n institution engages. It is important to
note that significant activities are institutionesgic as what is considered significant in

one institution, may be insignificant in anothedatice versa.

The following are somexamples of criteria that may be used:

a) the total income generated by the activity in ielatto total income
from ordinary activities;

b) total expenditure incurred on an activity in redatto total expenditures;

C) net income before tax for the activity in relatitm total net income
before tax;

d) assets generated by the activity expressed ascarnpage of total assets
(both on and off balance sheet);

e) risk-weighted assets generated by the activityeiation to total risk-
weighted assets;

f) risk-weighted assets of an activity in relationdtal adjusted capital,

0) economic capital allocated to the activity in rigatto total capital; and

h) provisioning (reserves) made in respect of thevaigtas a percentage of

total provisions (reserves).

4. Inherent Risk

Inherent risk is intrinsic to all business actie#iand arises from exposure to, and
uncertainty from, potential future events. Inhémsk is evaluated by considering the
degree of probability and the potential size ohduerse impact on an institution’s capital

or earnings.




As part of theFramework’s*know the institution” precept, supervisors muavé a
thorough understanding of the environment in whighinstitution operates as well as its
various business activities. This is essentiaftectively identify and assess inherent risk

in those activities.

TheFrameworkconsiders risks on@nsolidatedbasis and groups them in the following

categories for assessment purposes:

o credit risk

* market risk

» operational risk

* liquidity risk

* legal and regulatory risk
» strategic risk

» insurance risk (for institutions with insurance sidiaries)

These risk categories are described in Appendix “A”

Once the significant activities have been iderdifihe existence and level of each inherent
risk in those activities is assessedag, moderate, above averager high (seeAppendix
“B”). This assessment is made withaainsidering the impact of risk mitigation through
the institution’s risk management processes anttraisn The quality of these factors are
considered separately and combined with the inheighassessment to determine the Net

Risk of each activity.

5. Quality of Risk Management

The quality of risk management is evaluated fohesgnificant activity. Thé&ramework
identifies six risk management control functionattmayexist in an institution. These are:
the Board of Directors; Senior Management; ComgkarmRisk Management; Internal
Audit; and Financial Analysis (see Appendix “C"The presence and nature of these

functions vary based on the size and complexityoinstitution.




The effectiveness of the risk management contrattfons will form the basis for
moderating the level of aggregate inherent risk@ased with a particular significant
activity.

Defined assessment criteria will be used to agkesguality of the risk management

control functions according to the following forraul

The quality of the risk management control funcsiovll be assessed asong,

acceptable needs improvemenor weak

6. Net Risk

The quality or effectiveness of the risk manageneentrol functions will influence
(offset) the level of the inherent risk in eachngiigant activity, the outcome of which will
be the Net Risk for each significant activity. NRsk will be rated akw, moderate,
above average or higlas broadly depicted below:

Averge

Strong Moderate | Moderate
Acceptable

Needs Moderate

Improvement

Weak

7. Direction of Risk




The above assessments include a determinatiore @uttient direction of Net Risk.
Direction of risk is assessed @escreasing, stablegr increasingover an appropriate time

horizon for the institution. The time horizon catesed is indicated in each case.

8. Overall Net Risk

In determining the Overall Net Risk, the relativgngficance or materiality of each activity
is considered. This is ratémlv, moderate above averageor high. This assessment
ensures that an activity with low materiality bighhNet Risk does not skew the rating of
the Overall Net Risk. Therameworkwill focus supervisory efforts on materially high

risk activities, however, not to the totclusion of other activitiesThe degree of such

review will be determined on a case by case basideemed necessary.

9. Composite Risk

The Composite Risk Rating is tReamework’s“final” rating and reflects the assessment
of the safety and soundness of the institutiorheystupervisor. The Composite Risk
Rating will be the outcome of the Overall Net Risigderated by Capital and Earnings.
Accordingly, the assessment includes a review efjtiality, quantity, and availability of
externally and internally generated capital. Wewing an institution’s ability to generate
capital internally, profitability is considered lhadbn a consolidated and unconsolidated
basis. Capital and Earnings, however, are not considered substitute for sound risk

management.

9.1 Capital

Institutions are required to maintain sufficienpital to support their operations in
accordance with regulatory requirements. Suchtalgpiovides a cushion by
absorbing unexpected losses and decline in assesvinat could otherwise lead to

failure. TheFrameworkrequires institutions to maintain capital levdi®ae the

regulatory minimum where determined necessaryfapaiion of each institution’s

risk profile. Factors that will be considered in assessingaldpclude, amongst

others: its adequacy; quality; relationship withngags (internal generation,




retention and outlook), peer comparison (consigtermapital management policy

and practices; etc.

The rating categories used in assessing capitguady and capital management
policies and practices of an institution ateong, acceptable, needs improvement
or weak. Capital adequadyncludes both the level and quality of capital. The
assessment is made in the context of the natwpescomplexity, and risk profile

of an institution Capital is not a substitute for sound risk managen.

9.2 Earnings

Earnings absorb normal and expected losses inem gigriod and provide a source
of financial support by contributing to the instiain’s internal generation of capital
and its ability to access external sources of @it capital. Earnings quality and
guantity are evaluated in relation to their abitdysupport present and future
operations. An assessment is made of the rattaition, historical trend and
stability of earnings, the sources (core versusawe), contribution from volatile
businesses and sustainability (long term viabili#)so, in determining the
guantity of earnings, consideration is given todoie pricing, adequacy of
provisions, impact of non-recurring incomes andesges, dividend policies as

well as performance relative to peer group.

The rating categories used in assessing an institstearnings and its ability to
continue to generate earnings required to enssiterig-term viability aretrong,
acceptable, needs improvement or weakThe adequacy of an institution’s
earnings will be evaluated in the context of thieurey scope, complexity, and risk
profile of the institution.Earnings are not a substitute for sound risk

management.

9.3 Composite Risk Rating

Composite Risk will be rated &swv, moderate, above average or higas_broadly

depicted below:
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Overall Capital and Earnings Combinations
Net
Risk sis/ | siAlsIN| siw | ars Al AN | arw [NgINAINENTINUW] wis T wiA TwiNg ] wiw

Moderate

H: High M: Moderate S: Strong W: Weak
L: Low A: Acceptable NI: Needs Improvement

AA: Above Average

The Composite Risk Rating is a significant factodetermining the supervisory
response and plan for the institution. The degfesipervisory intervention will
be commensurate with the risk profile of the insian, largely driven by the
Composite Risk Rating.

A robust “quality assurance” process will be uélizto ensure consistency and
fairness of the supervisory ratings.

10. Documenting the Risk Assessment
10.1 Risk Matrix
A Risk Matrix (Appendix D) is used to record thesessment of inherent risks, the
quality of risk management, and the resulting NiskRvaluation for each

significant activity.

The Risk Matrix includes a rating of the Overalltfskand the Direction of Risk.
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An Overall Rating for each risk management corftrottion is also included in the
Risk Matrix. The Risk Matrix includes the CompesRating and a Direction of
Composite Riskor the institution. An appropriate time frame the Composite
Ratingand the Direction o€omposite Risk is also included. While the Risk
Matrix is a convenient way to summarize the coriols of risk assessment, it is

supported by documentation of the analysis anddtienale for the conclusionsA

critical component of thErameworkis that all findings, recommendations and
most importantly, supervisory ratings, are fullypparted, defensible and

documented.

10.2 Risk Assessment Summary

The Risk Assessment Summary (RAS) is an executirargary which highlights
an institution’s present financial condition, it®gpective risk profile, key issues,

and past supervisory findings.

The RAS includes:

a) a Risk Matrix;

b) an overview of the group structure, inter-compagigtionships, main
business activities and strategies;

c) an assessment of the effectiveness of the keyna&kagement control
functions;

d) an assessment of the adequacy of capital and ffieapility of the
institution;

e) where an institution is part of a foreign entitye(ia subsidiary or a
branch), a suitable assessment of the foreignyentiperations and the
supervisory system in effect in the home jurisdiati

f) where the institution is part of a larger group/antias subsidiaries, a
suitable assessment of affiliates by other doml@stecnational
regulators;

g) a listing of significant events during the pastm@nths;

h) financial highlights; and
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I) intervention status reports.

The RAS facilitates a sharper focus on activitieg pose the greatest risk to an institution
and is used to set priorities for the year. Itdoet include the supervisory work to be
carried out nor resources required. Planned wodkrasources required are included in the

Supervisory Plan discussed in paragraph 12.2.

11. Relationship Manager

TheFrameworkrequires aontinuous (as opposed to a point in time) assessment of the
institution. The understanding of the institutdeveloped through this assessment enables
supervisors to tailor the on-site examination efitistitution to its risk profile.

Continuous supervision requires that an ongoing relationgaif contact) be established
and nurtured with the institution. A RelationsMjnager is critical to fulfilling the
objectives of seamless, risk-focused supervisi&ach institution will be assigned a
Relationship Manager who will typically be at thefduty Director level. The Relationship
Manager is the focal point for tleentinuous supervision of assigned institutions and
CBN'’s primary contact with those institutions. TiRelationship Manager is also integral to

the regulatory approval process.

The responsibilities of a Relationship Manager thatport the key principles of the

Frameworkare described below under the supervisory process.

12. Supervisory Process

The main steps of the supervisory process/Amalysis, Planning, Action,
Documentation, Reporting and Follow-up Although the steps appear sequential,
updating of the risk assessment is a dyngmicess requiring frequergassessments at
variousstages of the supervisory process.
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STEPS OUTPUT

12.1 Analysis (Step 1)

Analysis of the institution is a primary input intee risk assessment process. The
supervisory groups are responsible for ongoingysighnd monitoring of
institutions. An element afontinuous supervision is that analysis is performed at
leastonce every three months for institutions ratezterate or better, and on a
monthly basis for institutions ratedbove averageor worse. Analysis work carried
out just prior to the preparation of the Superwgdlan is more extensive to allow for

better input into the planning process.

Analysis and monitoring includes a review of thstitution’s information as well as
meetings with key individuals at the institutiondiscuss trends and emerging issues.
The scope of this work will depend on the size, plexity and the risk profile of the

institution.

Results of the analysis are used to update the NRatkix and the RAS.

12.2 Planning (Step 2)
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A Supervisory Plan is prepared at the beginningaah fiscal year and outlines work
planned and resources required. The scope of theplenned is based on the RAS.
The focus is on the activities and risk managerpemtesses identified in the RAS as
significant risk areas. The RAS is used to deteenmiriorities for the upcoming year
and to allocate resources to individual institusi@eccordingly. The number (and
type) of resources dedicated to an institution bélsignificantly influenced by its

size, complexity and risk profile (and systemic auop).

The Supervisory Plan for each institution includesonsideration of the following:

* industry risks;
* concerns or issues raised by various supervisams;
* concerns or issues raised by CBN/NDIC executigas;

* planning for benchmarking, peer reviews, or ogpecial studies.

Once Supervisory Plans are approved at the gragh dad priorities established, the
institution specific Supervisory Plans are finadizeThe Supervisory Plan is subject

to revisions if unforeseen events alter the risiif@ of the institution. However, any
changes require a reassessment of prioritiesusbaj extension of the scope of the

supervisory efforts.

12.3 Action (Step 3)

The Relationship Manager communicates with keyigm#t the institution and
maintains an on-goingelationship with the institution’s managementr Rrger
institutions with greater systemic impact, thisl\Wiely involve quarterly visits.
Information requested from an institution is basadhe specific requirements
arising from the risk assessment process. The mfirmation request is made

prior to an on-site review.
On-site reviews are a critical part of the supemjigprocess. The scope of on-site

reviews depends on the Overall Rating of Net RiEkese reviews and interaction

with the institution’s management also enhancesthpgervisor's understanding of
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the institution and its risk profile. All institwins will be subject to at leashe on-
site examination per year. For larger institutionth greater systemic impact, it is
conceivable that all significant activities will e reviewed during the same
examination visit. These institutions will rece@e@umber of “targeted”

examination visits during the year.

12.4 Documentation (Step 4)

All supervisory groups use the same documentatemmdsirds.

The supervisory file structure is consistent with hew risk-ramework The file
includes an updated copy of the RAS, a copy oMheagement Report and related

correspondence, and copies of various section .notes

A section note is prepared in the standard forimagéch significant activity or risk
management control function identified for revieWhe section note is used to
fully document an assessment of the activity ortfle management control
function. Working papers necessary to supporagsessment are also on file. If a
significant activity or risk management control étion is not reviewed during an
on-site visit, the latest section note is brouginiverrd. This ensures that the file

contains the latest information available on adlasr of an institution.

12.5 Reporting (Step 5)

The Relationship Manager is responsible to writdheinstitution outlining the

results of the supervisory work including that oy @n-site review. In the case of
an on-site review, the final stage of the proceshides three levels of verbal and
written reports. These levels target the followéngliences: CBN/NDIC Executive,

the institution’s management, and external staldss|

Written reports to CBN/NDIC Executive consist oéthpdated RAS, a summary of

the findings and section notes with detailed infation of significant findings.
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Findings and recommendations are first discussddagpropriate senior managers
in the institution. Where there is a Risk Managetnwe Internal Audit department,
the findings and recommendations are discussedthgthesponsible manager.

This is followed by reporting to the Chief Execueti@fficer (CEO), Managing
Director and the Board of Directors. This repagtia not tied to the timing of
Board of Director's meetings, but a meeting is sieted with this group at the

earliest possible time after the Management Repaampleted.

The Management Report is the key written document t® the institution. It
addresses findings, recommendations and followfypevious findings. The
Management Report will also include a brief exptaomaof the Composite Risk

Rating.

Management Reports are addressed to the CEO amtidopgthe Chair of the
Board. In all cases, the covering letter requiistsa copy of the Management
Report be provided to the external auditors.

12.6  Follow-up (Step 6)

The findings and recommendations reported to thétirion are followed-up on a
timely basis and the results included in the RA8atgs. Timely follow-up is a
critical component ofontinuoussupervision. Institutions will be afforded

reasonable, but firndeadlines for corrective action and will be expddo provide

regular reports on progress achieved.

Appendix A

Inherent Risk Categories
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Following are descriptions of the risk categorsnitified in subsection 4 of the
Framework These descriptions should be read within theeodrdf the definition of

inherent risk contained in Section 4.

1. Credit Risk

The risk arising from the type and nature of cradiivities undertaken by the institution.
Credit risk arises from a counterparty’s inabilityunwillingness to fully meet its on-
and/or off-balance sheet contractual obligatioBgposure to this risk results from
financial transactions with a counterparty inclugissuer, debtor, borrower, broker,

policyholder or guarantor.

2. Market Risk

Market risk arises from changes in market ratgsrioes. Exposure to this risk can result
from market-making, dealing, and position-taking\aties in markets such as interest rate,
foreign exchange, equity, commodity and real esthaterest rate risk and foreign

exchange risk are described further below:

a. Interest Rate Risk
Interest rate risk arises from movements in intarges. Exposure to this
risk primarily results from timing differences inet re-pricing of assets and
liabilities, both on- and off-balance sheet, aythigher mature (fixed rate

instruments) or are contractually re-priced (flogtrate instruments).

b. Foreign Exchange Risk
Foreign exchange risk arises from movements irndarexchange rates.
Exposure to this risk mainly occurs during a pefiowhich the institution
has an open position, both on- and off-balancetshad/or in spot and

forward markets.
3. Operational Risk

Operational risk arises from problems in the penfance of business functions or

processes. Exposure to this risk can result frefitiéncies or breakdowns in internal

18




controls or processes, technology failures, humaorseor dishonesty and natural

catastrophes.

. Liquidity Risk
Liquidity risk arises from an institution’s inahilito purchase or otherwise obtain the
necessary funds, either by increasing liabilitiesanverting assets, to meet its on- and

off-balance sheet obligations as they come duéowitincurring unacceptable losses.

Legal and Regulatory Risk
Legal and regulatory risk arises from an institaonon-conformance with laws, rules,
regulations, prescribed practices, or ethical stestglin any jurisdiction in which the

institution operates.

Strategic Risk
Strategic risk arises from an institution’s inalyitio implement appropriate business
plans, strategies, decision-making, resource dlmtand its inability to adapt to

changes in its business environment.

Insurance Risk
This risk results where the institution has theifess of insurance as a significant
activity, either through a subsidiary or affiliattasurance risk typically derives

from:

a. Product Design and Pricing Risk

Product design and pricing risk arises from theosype to financial loss from
transacting insurance and/or annuity business wdwsts and liabilities
assumed in respect of a product line exceed theogtion in pricing the

product line.
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b. Underwriting and Liability Risk

Underwriting and liability risk is the exposureftoancial loss resulting from
the selection and approval of risks to be insutteel reduction, retention and
transfer of risk, the reserving and adjudicatiorlafms, and the management

of contractual and non-contractual product options.

Appendix B

Definitions of Inherent Risk Ratings

Low Inherent Risk:
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Low inherent risk exists when there is a lower taaarage probability of an adverse
impact on an institution’s capital or earnings tmexposure and uncertainty from

potential future events.

Moderate Inherent Risk:
Moderate inherent risk exists when there is anageprobability of an adverse impact on
an institution’s capital or earnings due to expesamd uncertainty from potential future

events.

Above Average Inherent Risk:

Above average inherent risk exists when there slave average probability of an
adverse impact on an institution’s capital or eageidue to exposure and uncertainty from
potential future events.

High Inherent Risk:

High inherent risk exists when there is a highanthverage probability of an adverse

impact on an institution’s capital or earnings tlmexposure and uncertainty from

potential future events.

Appendix C

Risk Management Control Functions

1. Board of Directors
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The Board of Directors is responsible for providstgwardship and management oversight
for the institution. Its key responsibilities indiet

* ensure management is qualified and competent;

* review and approve organizational and procedtoatrols;

« ensure principal risks are identified and appiadplty managed;

* review and approve policies and procedures felirktitution’s major activities;

* review and approve strategic and business péart;

* provide for an independent assessment of manageraastrols.

2. Senior Management
Senior management is responsible for planningctdivg and controlling the strategic
direction and general operations of the institutithkey responsibilities include:
* ensure organizational and procedural controleHestive;
« ensure compliance with approved policies and gufaces;
« develop strategies and plans to achieve apprsivategic and business objectives;
and

« develop sound business practices, culture andseth

3. Compliance

Compliance is amdependentfunction within an institution that: 1) sets thdipies and
procedures for adherence to regulatory requiremersh jurisdictions where an institution
operates; 2) monitors the institution’s compliamgth these policies and procedures; and,

3) reports on compliance matters to senior manageara the Board.

4. Internal Audit

Internal audit is amdependentfunction within the institution that assesses aehee to

and effectiveness of operational and organizatioaatrols. In addition, internal audit may
also assess adherence to and effectiveness ofiemegpland risk management policies and

procedures.
5. Risk Management

Risk management is amdependentfunction responsible for planning, directing and

controlling the impact on the institution of risksgsing from its operations. The function is
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generally only found as a separate unit in theslanmgstitutions, and may address the
following:

* identification of risks;

 development of measurement systems for risks;

« establishment of policies and procedures to manags;

 development of risk tolerance limits;

» monitoring of positions against approved risletahce limits; and

* reporting of results of risk monitoring to senioanagement and the Board.

6. Financial Analysis

Financial analysis is the function that performsl@pth analyses of the operational results
of an institution and reports them to managemeifitcBve reporting is key to this function
as the operational results affect strategic anthbss decisions made by management and

the Board. This function is generally only foursdaaseparate unit in larger institutions.
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Appendix D

Risk Matrix

INSTITUTION NAME
RISK MATRIX AS AT DATE

Significant | Materiality Net | Direction
Activities Inherent Risks Quality of Risk Management Risk | of Risk

Credit | Market | Operational | Liquidity | Legal | Strategic | Insurance | Board | Senior | Compliance | Internal | Risk Financial

mgmt Audit Mgmt | Analysis

Activity 1
Activity 2
Activity 3
etc.
Overall
Rating
Capital Earnings
Composite Rating Direction of Risk Time Frame:
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